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. show interface gigabitethernet

show interface gigabitethernet

To display the first front panel interface (port 0) in a Cisco 4451 ISR, use the showinterfaces gigabitether net
command in privileged EXEC mode.

show interfaces gigabitethernet {ports}

Syntax Description interface gigabitethernet | Displays interface hardware.

ports Displays local and registered IPC ports.

Command Modes Privileged EXEC

Command History Release Modification

XE 16.11.1 | This command was introduced.

Usage Guidelines You can use the show interfaces gigabitethernet command to display the first front panel interface (port 0)
in a Cisco ISR4451-X router

Examples The following is sample output from the showcommand with the portskeyword displays he first

front panel interface (port 0) in a Cisco ISR4451-X router::

Router# show interfaces gigabitethernet GigabitEthernet0/0/0 is down, line protocol is down

Hardware is ISR4451-X-4x1GE, address is 003a.7d5e.8b40 (bia 003a.7d5e.8b40)
Internet address is 10.20.30.40/24
MTU 1500 bytes, BW 1000000 Kbit/sec, DLY 10 usec,
reliability 255/255, txload 1/255, rxload 1/255
Encapsulation ARPA, loopback not set
Keepalive not supported
Full Duplex, 1000Mbps, link type is auto, media type is SX
output flow-control is off, input flow-control is off
ARP type: ARPA, ARP Timeout 04:00:00
Last input 02:45:34, output 02:00:47, output hang never
Last clearing of "show interface" counters 1dl6h
Input queue: 0/375/0/0 (size/max/drops/flushes); Total output drops: 0
Queueing strategy: fifo
Output queue: 0/40 (size/max)
30 second input rate 0 bits/sec, 0 packets/sec
30 second output rate 0 bits/sec, 0 packets/sec
618 packets input, 52156 bytes, 0 no buffer
Received 447 broadcasts (0 IP multicasts)
0 runts, 0 giants, 0 throttles
0 input errors, 0 CRC, 0 frame, 0 overrun, 0 ignored
0 watchdog, 145 multicast, 118 pause input
189 packets output, 18556 bytes, 0 underruns
0 output errors, 0 collisions, 0 interface resets
0 unknown protocol drops
0 babbles, 0 late collision, 0 deferred
597 lost carrier, 0 no carrier, 0 pause output
0 output buffer failures, 0 output buffers swapped out

The table below describes the significant fields shown in the display.
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show interface gigabitethernet .

Table 1: show interfaces gigabitethernet Field Descriptions-Front Panel Gigabit Ethernet Port

Field

Description

GigabitEthernet0/0/0 is
down, line protocol is

down

Indicates whether the interface hardware is currently active and if it has been
taken down by an administrator..

line protocol is

Indicates whether the software processes that handle the line protocol consider
the line usable or if it has been taken down by an administrator.

Hardware

Hardware type and MAC address.

Description

Alphanumeric string identifying the interface. This appears only if the description
interface configuration command has been configured on the interface.

Internet address

Sequence number of the in-sequence message that was last heard.

MTU Maximum transmission unit of the interface.

BW Bandwidth of the interface in kilobits per second.

DLY Delay of the interface in microseconds.

Reliability Reliability of the interface as a fraction of 255 (255/255 is 100 percent reliability),
calculated as an exponential average over 5 minutes

Rxload and Rxload Load on the interface (in the transmit “tx” and receive “rx” directions) as a
fraction of 255 (255/255 is completely saturated), calculated as an exponential
average over 5 minutes.

Encapsulation Encapsulation method assigned to the interface.

Loopback Indicates whether loopback is set.

Keepalive Indicates whether keepalives are set, and the time interval.

Half-duplex, Full-duplex

Indicates the duplex mode for the interface.

1Gb/s Speed of the interface in Gigabits per second.

Input Flow Rate... Specifies if input flow control is on or off.

ARP Type Type of ARP assigned and the timeout period.

Last input Number of hours, minutes, and seconds since the last packet was successfully
received by an interface and processed locally on the router. Useful for knowing
when a dead interface failed. This field is not updated by fast-switched traffic

Output Number of hours, minutes, and seconds since the last packet was successfully

transmitted by the interface. Useful for knowing when a dead interface failed.
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Field

Description

Output hang

Number of hours, minutes, and seconds (or never) since the interface was last
reset because of a transmission that took too long. When the number of hours in
any of the “last” fields exceeds 24 hours, the number of days and hours is
displayed. If that field overflows, asterisks are printed

Last clearing

Time at which the counters that measure cumulative statistics (such as number
of bytes transmitted and received) shown in this report were last reset to zero.

Note that variables that might affect routing (for example, load and reliability)
are not cleared when the counters are cleared.

A series of asterisks (***) indicates the elapsed time is too large to be displayed.
0:00:00 indicates the counters were cleared more than 231 ms (and less than 232
ms) ago.

Input queue

(size/max/drops/flushes)

Packet statistics on the input queue reported as:

* Size--Number of packets in the input queue.
* Max--Maximum size of the queue.
* Drops--Number of packets dropped because of a full input queue.

* Flushes--Number of packets dropped as part of SPD. SPD implements a
selective packet drop

Total Output Drops

Total number of packets dropped because of a full output queue.

Queueing Strategy

Type of Layer 3 queueing active on this interface. The default is FIFO.

Output queue (size/max)

Number of packets in the output queue (size), and the maximum size of the queue
(max).

30 second input rate, 30
second output rate

Average number of bits and packets transmitted per second in the last 30 seconds.
If the interface is not in promiscuous mode, it senses network traffic it sends and
receives (rather than all network traffic). The 30 second input and output rates
should be used only as an approximation of traffic per second during a given 30
second period. These rates are exponentially weighted averages with a time
constant of 30 seconds. A period of four time constants must pass before the
average will be within two percent of the instantaneous rate of a uniform stream
of traffic over that period. The calculated input rate includes packets counted as
input errors.

Packets Input

Total number of packets received by the system.

Bytes

Total number of bytes, including data and MAC encapsulation, in all packets
received by the system.

Received...Broadcasts

Total number of broadcast or multicast packets received by the interface.

Runts

Number of packets that are discarded because they are smaller than the minimum
packet size of the medium.

giants

. show interfaces vlan mapping through show scp



| show interfaces vlan mapping through show scp

show interface gigabitethernet .

Field

Description

Throttles

Number of times the receiver on the port was disabled, possibly because of buffer
or processor overload.

Input errors

Includes runts, giants, no buffer, CRC, frame, overrun, and ignored counts. Other
input-related errors can also cause the input errors count to be increased, and
some datagrams may have more than one error; therefore, this sum may not
balance with the sum of enumerated input error counts.

CRC

Cyclic redundancy check generated by the originating LAN station or far-end
device does not match the checksum calculated from the data received. On a
LAN, this usually indicates noise or transmission problems on the LAN interface
or the LAN bus itself. A high number of CRCs is usually the result of collisions
or a station transmitting bad data.

Frame

Number of packets received incorrectly having a CRC error and a noninteger
number of octets. On a LAN, this is usually the result of collisions or a
malfunctioning Ethernet device.

Overrun

Number of times the receiver hardware was unable to hand received data to a
hardware buffer because the input rate exceeded the receiver’s ability to handle
the data.

Ignored

Number of received packets ignored by the interface because the interface
hardware ran low on internal buffers. These buffers are different than the system
buffers. Broadcast storms and bursts of noise can cause the ignored count to be
increased.

Watchdog

Number of times the watchdog receive timer expired.

Multicast

Number of multicast packets.

Pause input

Number of pause packets received.

Packets output

Total number of messages transmitted by the system.

Bytes Total number of bytes, including data and MAC encapsulation, transmitted by
the system.
Underruns Number of times that the transmitter has been running faster than the router can

handle.

Output errors

Sum of all errors that prevented the final transmission of datagrams out of the
interface being examined. Note that this may not balance with the sum of the
enumerated output errors, because some datagrams may have more than one
error and others may have errors that do not fall into any of the specifically
tabulated categories.

Collisions

Number of messages retransmitted because of an Ethernet collision. This is
usually the result of an overextended LAN (Ethernet or transceiver cable too
long, more than two repeaters between stations, or too many cascaded multiport
transceivers). A packet that collides is counted only once in output packets.
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Field

Description

Interface resets

Number of times an interface has been completely reset. This can happen if
packets queued for transmission were not sent within several seconds. Interface
resets can occur when an interface is looped back or shut down.

Babbles

Transmit jabber timer expired.

Late collision

Number of late collisions. Late collision happens when a collision occurs after
transmitting the preamble.

Deferred

Number of times that the interface had to defer while ready to transmit a frame
because the carrier was asserted.

Lost carrier

Number of times the carrier was lost during transmission.

No carrier

Number of times the carrier was not present during the transmission.

Pause output

Number of pause packets transmitted.

Output buffer failures, Number of output butters failures and output buffers swapped out.
Output buffers swapped
out

Related Commands | Command Description

show ip interface |Display the usability status of interfaces configured for IP,.
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show interfaces vlan mapping

To display the status of a virtual local area network (VLAN) mapping on a port, use the
showinter facesvlanmapping command in user EXEC or privileged EXEC mode.

show interfaces interface interface-number vlan mapping

Syntax Description interface Interface type; possible valid values are ethernet, fastethernet, gigabitethernet,
tengigabitethernet, pos, atm, and ge-wan.

interface-number | Module and port number; see the “Usage Guidelines” section for valid values.

Command Default This command has no default settings.

Command Modes User EXEC Privileged EXEC

Command History Release Modification

12.2(17b)SXA | Support for this command was introduced on the Supervisor Engine 720.

12.2(17d)SXB | Support for this command on the Supervisor Engine 2 was extended to Release 12.2(17d)SXB.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

Usage Guidelines The pos, atm, and ge-wan keywords are supported on Cisco 7600 series routers that are configured with a
Supervisor Engine 2.

The interface-number designates the module and port number. Valid values depend on the chassis and module
that are used. For example, if you have a 48-port 10/I00BASE-T Ethernet module that is installed in a 13-slot
chassis, valid values for the slot number are from 1 to 13 and valid values for the port number are from 1 to

48.
Examples This example shows how to list all of the VLAN mappings that are configured on a port and indicate
whether such mappings are enabled or disabled on the port:
Router# show interfaces gigabitethernet 5/2 vlan mapping
State: enabled
Original VLAN Translated VLAN
1649 755
Router#
Related Commands | Command Description
show vlan mapping Registers a mapping of an 802.1Q VLAN to an ISL VLAN.

switchport vlan mapping enable | Enables VLAN mapping per switch port.
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. show interfaces wlan-controller

show interfaces wlan-controller

To show the Cisco Wireless Local Area Network (WLAN) controller network module interfaces on the router,
use the showinterfaceswlan-controller command in privileged EXEC mode.

show interfaces wlan-controller sot/unit

Syntax Description slot/unit | Specifies the router slot and unit numbers for the WLAN controller network module.

Command Default None

Command Modes Privileged EXEC

Command History Release Modification

12.4(2)XA1 | This command was introduced on the router software.

12.4(6)T | This command was integrated into Cisco IOS Release 12.4(6)T.

Examples The following example shows how to read the hardware information about the interface WLAN

controller in the router:

Router# show interfaces wlan-controller 1/0
wlan-controllerl/0 is up, line protocol is up
Hardware is I82559FE, address is 0005.9a3d.7450 (bia 0005.9a3d.7450)
Internet address is 30.0.0.1/24
MTU 1500 bytes, BW 100000 Kbit, DLY 100 usec,
reliability 255/255, txload 1/255, rxload 1/255
Encapsulation 802.1Q Virtual LAN, Vlan ID 1., loopback not set
Keepalive set (10 sec)
Full-duplex, 100Mb/s, 100BaseTX/FX
ARP type: ARPA, ARP Timeout 04:00:00
Last input 00:00:05, output 00:00:03, output hang never
Last clearing of "show interface" counters never
Input queue: 0/75/0/0 (size/max/drops/flushes); Total output drops: 0
Queueing strategy: fifo
Output queue: 0/40 (size/max)
5 minute input rate 0 bits/sec, 0 packets/sec
5 minute output rate 0 bits/sec, 0 packets/sec
2400779 packets input, 143127299 bytes
Received 2349587 broadcasts, 0 runts, 0 giants, 0 throttles
0 input errors, 0 CRC, 0O frame, O overrun, 0 ignored
0 watchdog
0 input packets with dribble condition detected
468232 packets output, 106333102 bytes, 0 underruns
0 output errors, 0 collisions, 3 interface resets
0 babbles, 0 late collision, 0 deferred
0 lost carrier, 1 no carrier
0 output buffer failures, 0 output buffers swapped out
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show ip interface

To display the usability status of interfaces configured for IP, use the show ip interface command in privileged

EXEC mode.

show ip interface .

show ip interface [type number] [brief]

Syntax Description

type (Optional) Interface type.

number | (Optional) Interface number.

brief (Optional) Displays a summary of the usability status information for each interface.

Command Default

Command Modes

The full usability status is displayed for all interfaces configured for IP.

Privileged EXEC (#)

Command History

Release Modification

10.0 This command was introduced.

12.03)T The command output was modified to show the status of the ip wccp redirect
out and ip weep redirect exclude add in commands.

12.2(14)S The command output was modified to display the status of NetFlow on a
subinterface.

12.2(15)T The command output was modified to display the status of NetFlow on a
subinterface.

12.3(6) The command output was modified to identify the downstream VPN routing
and forwarding (VRF) instance in the output.

12.3(14)YM2 The command output was modified to show the usability status of interfaces
configured for Multiprocessor Forwarding (MPF) and implemented on the Cisco
7301 and Cisco 7206 VXR routers.

12.2(14)SX This command was implemented on the Supervisor Engine 720.

12.2(17d)SXB This command was integrated into Cisco IOS 12.2(17d)SXB on the Supervisor
Engine 2, and the command output was changed to include NDE for hardware
flow status.

12.44)T This command was integrated into Cisco IOS Release 12.4(4)T.

12.2(28)SB This command was integrated into Cisco IOS Release 12.2(28)SB.

12.2(33)SRA This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2(31)SB2 The command output was modified to display information about the Unicast
Reverse Path Forwarding (RPF) notification feature.
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Release Modification

12.4(20)T The command output was modified to display information about the Unicast
RPF notification feature.

12.2(33)SXI2 This command was modified. The command output was modified to display
information about the Unicast RPF notification feature.

Cisco IOS XE Release 2.5 | This command was modified. This command was implemented on the Cisco
ASR 1000 Series Aggregation Services Routers.

Cisco I0S XE Release This command was implemented on Cisco 4400 Series ISRs.
3.98

Usage Guidelines

Examples

The Cisco IOS software automatically enters a directly connected route in the routing table if the interface is
usable (which means that it can send and receive packets). If an interface is not usable, the directly connected
routing entry is removed from the routing table. Removing the entry lets the software use dynamic routing
protocols to determine backup routes to the network, if any.

If the interface can provide two-way communication, the line protocol is marked "up." If the interface hardware
is usable, the interface is marked "up."

If you specify an optional interface type, information for that specific interface is displayed. If you specify
no optional arguments, information on all the interfaces is displayed.

When an asynchronous interface is encapsulated with PPP or Serial Line Internet Protocol (SLIP), IP fast
switching is enabled. A show ip interface command on an asynchronous interface encapsulated with PPP or
SLIP displays a message indicating that IP fast switching is enabled.

You can use the show ip interface brief command to display a summary of the router interfaces. This command
displays the IP address, the interface status, and other information.

The show ip interface brief command does not display any information related to Unicast RPF.

The following example shows configuration information for interface Gigabit Ethernet 0/3. In this
example, the IP flow egress feature is configured on the output side (where packets go out of the
interface), and the policy route map named PBRNAME is configured on the input side (where packets
come into the interface).

Router# show running-config interface gigabitethernet 0/3
interface GigabitEthernet0/3

ip address 10.1.1.1 255.255.0.0

ip flow egress

ip policy route-map PBRNAME

duplex auto

speed auto

media-type gbic

negotiation auto

end

The following example shows interface information on Gigabit Ethernet interface 0/3. In this example,
MPF is enabled, and both Policy Based Routing (PBR) and NetFlow features are not supported by
MPF and are ignored.

Router# show ip interface gigabitethernet 0/3
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show ip interface .

GigabitEthernet0/3 is up, line protocol is up

Internet address is 10.1.1.1/16
Broadcast address is 255.255.255.255
Address determined by setup command
MTU is 1500 bytes
Helper address is not set
Directed broadcast forwarding is disabled
Outgoing access list is not set
Inbound access list is not set
Proxy ARP is enabled
Local Proxy ARP is disabled
Security level is default
Split horizon is enabled
ICMP redirects are always sent
ICMP unreachables are always sent
ICMP mask replies are never sent
IP fast switching is enabled
IP fast switching on the same interface is disabled
IP Flow switching is disabled
IP CEF switching is enabled
IP Feature Fast switching turbo vector
IP VPN Flow CEF switching turbo vector
IP multicast fast switching is enabled
IP multicast distributed fast switching is disabled
IP route-cache flags are Fast, CEF
Router Discovery is disabled
IP output packet accounting is disabled
IP access violation accounting is disabled
TCP/IP header compression is disabled
RTP/IP header compression is disabled
Policy routing is enabled, using route map PBR
Network address translation is disabled
BGP Policy Mapping is disabled
IP Multi-Processor Forwarding is enabled

IP Input features, "PBR",

are not supported by MPF and are IGNORED
IP Output features, "NetFlow",
are not supported by MPF and are IGNORED

The following example identifies a downstream VRF instance. In the example, "Downstream VPN
Routing/Forwarding "D"" identifies the downstream VRF instance.

Router# show ip interface virtual-access 3
Virtual-Access3 is up, line protocol is up
Interface is unnumbered. Using address of Loopback2 (10.0.0.8)
Broadcast address is 255.255.255.255
Peer address is 10.8.1.1
MTU is 1492 bytes
Helper address is not set
Directed broadcast forwarding is disabled
Outgoing access list is not set
Inbound access list is not set
Proxy ARP is enabled
Local Proxy ARP is disabled
Security level is default
Split horizon is enabled
ICMP redirects are always sent
ICMP unreachables are always sent
ICMP mask replies are never sent
IP fast switching is enabled
IP fast switching on the same interface is enabled
IP Flow switching is disabled
IP CEF switching is enabled

show interfaces vlan mapping through show scp .



show interfaces vlan mapping through show scp |
. show ip interface

IP Feature Fast switching turbo vector

IP VPN CEF switching turbo vector

VPN Routing/Forwarding "U"

Downstream VPN Routing/Forwarding "D"

IP multicast fast switching is disabled

IP multicast distributed fast switching is disabled
IP route-cache flags are Fast, CEF

Router Discovery is disabled

IP output packet accounting is disabled

IP access violation accounting is disabled
TCP/IP header compression is disabled
RTP/IP header compression is disabled
Policy routing is disabled

Network address translation is disabled
WCCP Redirect outbound is disabled

WCCP Redirect inbound is disabled

WCCP Redirect exclude is disabled

BGP Policy Mapping is disabled

The following example shows the information displayed when Unicast RPF drop-rate notification
is configured:

Router# show ip interface ethernet 2/3
Ethernet2/3 is up, line protocol is up
Internet address is 10.0.0.4/16
Broadcast address is 255.255.255.255
Address determined by non-volatile memory
MTU is 1500 bytes
Helper address is not set
Directed broadcast forwarding is disabled
Outgoing access list is not set
Inbound access list is not set
Proxy ARP is enabled
Local Proxy ARP is disabled
Security level is default
Split horizon is enabled
ICMP redirects are always sent
ICMP unreachables are always sent
ICMP mask replies are never sent
IP fast switching is disabled
IP Flow switching is disabled
IP CEF switching is disabled
IP Null turbo vector
IP Null turbo vector
IP multicast fast switching is disabled
IP multicast distributed fast switching is disabled
IP route-cache flags are No CEF
Router Discovery is disabled
IP output packet accounting is disabled
IP access violation accounting is disabled
TCP/IP header compression is disabled
RTP/IP header compression is disabled
Probe proxy name replies are disabled
Policy routing is disabled
Network address translation is disabled
WCCP Redirect outbound is disabled
WCCP Redirect inbound is disabled
WCCP Redirect exclude is disabled
BGP Policy Mapping is disabled
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show ip interface .

Unicast RPF Information

Input features: uRPF
IP verify source reachable-via RX, allow default
0 verification drops
0 suppressed verification drops
0 verification drop-rate
Router#

The following example shows how to display the usability status for a specific VLAN:

Router# show ip interface vlan 1
Vlanl is up, line protocol is up
Internet address is 10.0.0.4/24
Broadcast address is 255.255.255.255
Address determined by non-volatile memory
MTU is 1500 bytes
Helper address is not set
Directed broadcast forwarding is disabled
Outgoing access list is not set
Inbound access list is not set
Proxy ARP is enabled
Local Proxy ARP is disabled
Security level is default
Split horizon is enabled
ICMP redirects are always sent
ICMP unreachables are always sent
ICMP mask replies are never sent
IP fast switching is enabled
IP fast switching on the same interface is disabled
IP Flow switching is disabled
IP CEF switching is enabled
IP Fast switching turbo vector
IP Normal CEF switching turbo vector
IP multicast fast switching is enabled
IP multicast distributed fast switching is disabled
IP route-cache flags are Fast, CEF
Router Discovery is disabled
IP output packet accounting is disabled
IP access violation accounting is disabled
TCP/IP header compression is disabled
RTP/IP header compression is disabled
Probe proxy name replies are disabled
Policy routing is disabled
Network address translation is disabled
WCCP Redirect outbound is disabled
WCCP Redirect inbound is disabled
WCCP Redirect exclude is disabled
BGP Policy Mapping is disabled
Sampled Netflow is disabled
IP multicast multilayer switching is disabled
Netflow Data Export (hardware) is enabled

The table below describes the significant fields shown in the display.

show interfaces vlan mapping through show scp .



. show ip interface

. show interfaces vlan mapping through show scp

Table 2: show ip interface Field Descriptions
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Field

Description

Virtual-Access3 is up

Shows whether the interface hardware is usable (up). For an interface
to be usable, both the interface hardware and line protocol must be

up.

Broadcast address is

Broadcast address.

Peer address is

Peer address.

MTU is

MTU value set on the interface, in bytes.

Helper address

Helper address, if one is set.

Directed broadcast forwarding

Shows whether directed broadcast forwarding is enabled.

Outgoing access list

Shows whether the interface has an outgoing access list set.

Inbound access list

Shows whether the interface has an incoming access list set.

Proxy ARP

Shows whether Proxy Address Resolution Protocol (ARP) is enabled
for the interface.

Security level

IP Security Option (IPSO) security level set for this interface.

Split horizon Shows whether split horizon is enabled.

ICMP redirects Shows whether redirect messages will be sent on this interface.
ICMP unreachables Shows whether unreachable messages will be sent on this interface.
ICMP mask replies Shows whether mask replies will be sent on this interface.

IP fast switching

Shows whether fast switching is enabled for this interface. It is
generally enabled on serial interfaces, such as this one.

IP Flow switching

Shows whether Flow switching is enabled for this interface.

IP CEF switching

Shows whether Cisco Express Forwarding switching is enabled for
the interface.

Downstream VPN
Routing/Forwarding "D"

Shows the VRF instance where the PPP peer routes and AAA per-user
routes are being installed.

IP multicast fast switching

Shows whether multicast fast switching is enabled for the interface.

IP route-cache flags are Fast

Shows whether NetFlow is enabled on an interface. Displays "Flow
init" to specify that NetFlow is enabled on the interface. Displays
"Ingress Flow" to specify that NetFlow is enabled on a subinterface
using the ip flow ingresscommand. Shows "Flow" to specify that
NetFlow is enabled on a main interface using the ip route-cache flow
command.
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show ip interface .

Field Description

Router Discovery Shows whether the discovery process is enabled for this interface. It
is generally disabled on serial interfaces.

IP output packet accounting Shows whether IP accounting is enabled for this interface and what
the threshold (maximum number of entries) is.

TCP/IP header compression Shows whether compression is enabled.

WCCP Redirect outbound is disabled | Shows the status of whether packets received on an interface are
redirected to a cache engine. Displays "enabled" or "disabled."

WCCP Redirect exclude is disabled | Shows the status of whether packets targeted for an interface will be
excluded from being redirected to a cache engine. Displays "enabled"
or "disabled."

Netflow Data Export (hardware) is | NetFlow Data Expert (NDE) hardware flow status on the interface.
enabled

The table below describes the significant fields shown in the display.

Display a Summary of Interfaces on Cisco 4400 Series ISR: Example

The following is a sample out of the show ip interface brief command displaying a summary of the
interfaces and their status on the device.

Router#show ip interface brief

Interface IP-Address OK? Method Status Protocol
GigabitEthernet0/0/0 unassigned YES NVRAM down down
GigabitEthernet0/0/1 unassigned YES NVRAM down down
GigabitEthernet0/0/2 unassigned YES NVRAM down down
GigabitEthernet0/0/3 unassigned YES NVRAM down down
Seriall/0/0 unassigned YES unset down down
GigabitEthernetO unassigned YES NVRAM up up

Display a Summary of the Usability Status: Example

The following example shows how to display a summary of the usability status information for each
interface:

Router# show ip interface brief

Interface IP-Address OK? Method Status Protocol
EthernetO 10.108.00.5 YES NVRAM up up
Ethernetl unassigned YES unset administratively down down
Loopback0 10.108.200.5 YES NVRAM up up
SerialO 10.108.100.5 YES NVRAM up up
Seriall 10.108.40.5 YES NVRAM up up
Serial?2 10.108.100.5 YES manual up up
Serial3 unassigned YES unset administratively down down
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Table 3: show ip interface brief Field Descriptions

Field

Description

Interface

Type of interface.

IP-Address

IP address assigned to the interface.

OK?

"Yes" means that the IP Address is valid. "No" means that the IP Address is not valid.

Method

The Method field has the following possible values:

* RARP or SLARP--Reverse Address Resolution Protocol (RARP) or Serial Line Address
Resolution Protocol (SLARP) request.

* BOOTP--Bootstrap protocol.

* TFTP--Configuration file obtained from the TFTP server.

» manual--Manually changed by the command-line interface.
* NVRAM--Configuration file in NVRAM.

* [PCP--ip address negotiated command.

* DHCP--ip address dhcp command.

* unset--Unset.

¢ other--Unknown.

Status

Shows the status of the interface. Valid values and their meanings are:

* up--Interface is up.
¢ down--Interface is down.

* administratively down--Interface is administratively down.

Protocol

Shows the operational status of the routing protocol on this interface.

Related Commands Command

Description

ip address

Sets a primary or secondary IP address for an interface.

ip vrf autoclassify |Enables VRF autoclassify on a source interface.

match ip source Specifies a source IP address to match to required route maps that have been set up

based on VRF connected routes.

route-map

Defines the conditions for redistributing routes from one routing protocol into another
or to enable policy routing.

set vrf

Enables VPN VREF selection within a route map for policy-based routing VRF selection.
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show ip interface .

Command Description
show ip arp Displays the ARP cache, in which SLIP addresses appear as permanent ARP table
entries.

show route-map | Displays static and dynamic route maps.
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show ipc

show interfaces vlan mapping through show scp |

To display interprocess communication (IPC) statistics, use the showipc command in privileged EXEC mode.

show ipc {nodes|ports [open]|queue|status [cumulative] | zones}

Syntax Description nodes Displays participating nodes.
ports Displays local and registered IPC ports.
open (Optional) Displays local IPC ports that have been opened by the current seat (node).
queue Displays information about the IPC retransmission queue and the IPC message queue.
status Displays the status of the local IPC server.
cumulative |(Optional) Displays cumulative totals for the status counters of the local IPC server since the

router was rebooted.

zones Displays information about the IPC zones and seats.

Command Modes Privileged EXEC

Command History Release Modification

Usage Guidelines

. show interfaces vlan mapping through show scp

12.1(12¢)EW

This command was introduced.

12.2(15)T The cumulative keyword was added.

12.3(7)T The zones keyword was added.

12.2(14)SX | Support for this command was introduced on the Supervisor Engine 720.
12.2(17d)SXB | Support for this command on the Supervisor Engine 2 was extended to 12.2(17d)SXB.
12.2(28)SB | This command was integrated into Cisco IOS Release 12.2(28)SB.

The Cisco |OS version of |PC providesareliable ordered delivery of messages using an underlying
platform driver transport or User Datagram Protocol (UDP) transport protocol.

Nodes

A node (referred to as a seat) is an intelligent element like a processor that can communicate using IPC services.
A seat is where entities and ports reside. A seat manager performs all the interprocessor communications by
receiving messages from the network and forwarding the messages to the appropriate port.

Ports

IPC communication endpoints (ports) receive and queue received IPC messages.

Queue
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Examples

show ipc .

Use the queue keyword to display information about the IPC retransmission queue and the IPC message
queue.

Status

Use thestatuskeyword to display the IPC statistics that have been generated since a clearipcstatistics command
was entered. The showipcstatus command with the cumulative keyword displays the IPC statistics that have
been gathered since the router was rebooted, regardless of how many times the statistics have been cleared.

Zones

The IPC zone manager allows more than one group of IPC seats to exist to enable direct communication
between line cards and the route processor. Use thezoneskeyword to display the IPC zone and seat information.

The following is sample output from the showipccommand with the nodeskeyword displaying the
participating seats (nodes):

Router# show ipc nodes
There are 6 nodes in this IPC realm.

ID Type Name Last Last
Sent Heard
0.10000 Local IPC Master 0 0
0.1060000 RSP-CY RSP IPC card slot 6 9 79
0.1050000 RSP-CY RSP IPC card slot 5 21 22
0.1080000 RSP-CY RSP IPC card slot 8 21 22
1.10000 Local IPC Master: -Zone#l 0 0
2.10000 Local IPC Master: -Zone#2

The table below describes the significant fields shown in the display.

Table 4: show ipc nodes Field Descriptions

Field Description

ID Port ID, which consists of a zone ID followed by the seat ID.
Type Type of seat (node).

Name Seat name.

Last Sent | Sequence number of the message that was last sent.

Last Heard | Sequence number of the in-sequence message that was last heard.

The following is sample output from the showipccommand with the portskeyword displaying the
local and registered IPC ports:

Router# show ipc ports
There are 11 ports defined.

Port ID Type Name (current/peak/total)
1.10000.1 unicast IPC Master:Zone

1.10000.2 unicast IPC Master:Echo

1.10000.3 unicast IPC Master:Control

1.10000.4 unicast Remote TTY Server Port

1.10000.5 unicast GALIOS RF :Active

index = 0 seat id = 0x2020000 last sent = 0 heard = 1635 0/1/1635
1.10000.6 unicast GALIOS RED:Active
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index = 0

.2020000

NN NN

.2020000.3
.2020000.4

.5
.2020000.6
.2020000.7
RPC packets:

show interfaces vlan mapping through show scp |

seat id = 0x2020000 last sent = 0 heard = 2 0/1/2

unicast GALIOS IPC:Card 2:Control

unicast GALIOS RFS :Standby

unicast Slave: Remote TTY Client Port

unicast GALIOS RF :Standby

unicast GALIOS RED:Standby
current/peak/total 0/1/17

The table below describes the significant fields shown in the display.

Table 5: show ipc ports Field Descriptions

Field Description

Port ID Port ID, which consists of a zone ID followed by the seat ID.

Type Type of port.

Name Port name.

current/peak/total | Displays information about the number of messages held by this IPC session.

The following is sample output from the showipccommand with the queuekeyword displaying
information about the IPC retransmission queue and the IPC message queue:

Router# show ipc queue

There are
There are
There are
There are
There are

0
0

o O O

IPC messages waiting for acknowledgement in the transmit queue.
IPC messages waiting for a response.

IPC messages waiting for additional fragments.

IPC messages currently on the IPC inboundQ.

messages currently in use by the system.

The following is sample output from the showipccommand with the statuskeyword displaying
information about the local IPC server:

Router# show ipc status

IPC System Status

Time last IPC stat cleared : never

This processor is the IPC master server.

Do not drop output of IPC frames for test purposes.
1000 IPC Message Headers Cached.

Rx Side Tx Side
Total Frames 189 140
Total from Local Ports 189 70
Total Protocol Control Frames 70 44
Total Frames Dropped 0 0
Service Usage
Total via Unreliable Connection-Less Service 145 0
Total via Unreliable Sequenced Connection-Less Svc 0 0
Total via Reliable Connection-Oriented Service 44 70
IPC Protocol Version 0
Total Acknowledgements 70 44
Total Negative Acknowledgements 0 0
Device Drivers
Total via Local Driver 0 0
Total via Platform Driver 0 70
Total Frames Dropped by Platform Drivers 0
Reliable Tx Statistics
Re-Transmission 0
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Re-Tx Timeout
Rx Errors
Unsupp IPC Proto Version
Corrupt Frame
Duplicate Frame
Out-of-Sequence Frame
Dest Port does Not Exist
Rx IPC Msg Alloc Failed
Unable to Deliver Msg
Buffer Errors
IPC Msg Alloc
Emer IPC Msg Alloc
IPC Frame PakType Alloc
IPC Frame MemD Alloc
Tx Driver Errors
No Transport
MTU Failure
Dest does not Exist

show ipc .

Tx Errors
Tx Session Error
Tx Seat Error
Destination Unreachable
Tx Test Drop
Tx Driver Failed
Ctrl Frm Alloc Failed

O O O O o o o
O O O O o o

Misc Errors
IPC Open Port 0
No HWOQ 0
Hardware Error 0

o O O o

o o

0

The table below describes the significant fields shown in the display.

Table 6: show ipc status Field Descriptions

Field

Description

Time last IPC stat cleared

Displays the time, in dd:hh:mm (or never), since the IPC statistics were last
cleared.

This processor is

Shows whether the processor is the IPC master or an IPC slave.

IPC Message Headers Cached

Number of message headers available in the IPC message cache.

Rx Side

Information about IPC messages received.

Tx Side

Information about IPC messages sent.

Service Usage

Number of IPC messages received or sent via connectionless or
connection-oriented protocols.

IPC Protocol Version 0

Number of acknowledgements and negative acknowledgements received or
sent by the system.

Device Drivers

Number of IPC messages received or sent using the underlying device drivers.

Reliable Tx Statistics

Number of IPC messages that were retransmitted or that timed out on
retransmission using a reliable connection-oriented protocol.

Rx Errors Number of IPC messages received that displayed various internal frame or
delivery errors.
Tx Errors Number of IPC messages sent that displayed various transmission errors.

Buffer Errors

Number of message allocation failures from the IPC message cache, IPC
emergency message cache, IPC frame allocation cache, and IPC frame
memory allocation cache.

Misc Errors

Various miscellaneous errors that relate to the IPC open queue, to the
hardware queue, or to other hardware failures.
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Field

Description

Tx Driver Errors

Number of messages that relate to IPC transmission driver failures including
messages to or from a destination without a valid transport entity from the
seat; number of messages dropped because the packet size is larger than the
maximum transmission unit (MTU); and number of messages without a valid
destination address.

The following example shows how to display cumulative IPC counters for the local IPC server. Note
that the recent IPC clearing has not cleared the IPC counters because the cumulativekeyword displays
the IPC statistics that have been generated since the router was rebooted.

Router# show ipc status cumulative

IPC System Status

Time last IPC stat cleared

00:00:05

This processor is the IPC master server.
Do not drop output of IPC frames for test purposes.
1000 IPC Message Headers Cached.

Rx Side Tx Side
Total Frames 3473 184
Total from Local Ports 3473 92
Total Protocol Control Frames 92 54
Total Frames Dropped 0 0
Service Usage
Total via Unreliable Connection-Less Service 2449 0
Total via Unreliable Sequenced Connection-Less Svc 970 0
Total via Reliable Connection-Oriented Service 54 92
IPC Protocol Version 0
Total Acknowledgements 0 0
Total Negative Acknowledgements 0 0
Device Drivers
Total via Local Driver 0 0
Total via Platform Driver 0 92
Total Frames Dropped by Platform Drivers 0 0
Reliable Tx Statistics
Re-Transmission 0
Re-Tx Timeout 0
Rx Errors Tx Errors
Unsupp IPC Proto Version 0 Tx Session Error 0
Corrupt Frame 0 Tx Seat Error 0
Duplicate Frame 0 Destination Unreachable 0
Out-of-Sequence Frame 0 Tx Test Drop 0
Dest Port does Not Exist 0 Tx Driver Failed 0
Rx IPC Msg Alloc Failed 0 Ctrl Frm Alloc Failed 0
Unable to Deliver Msg 0
Buffer Errors Misc Errors
IPC Msg Alloc 0 IPC Open Port 0
Emer IPC Msg Alloc 0 No HWQ 0
IPC Frame PakType Alloc 0 Hardware Error 0
IPC Frame MemD Alloc 0
Tx Driver Errors
No Transport 0
MTU Failure 0
Dest does not Exist 0

The following is sample output from the showipccommand with the zoneskeyword displaying
information about the IPC zones and seats:

Router# show ipc zones

There are 3 Zones in this IPC realm.
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show ipc .

zone ID Seat ID Name

0 10000 IPC Default Zone
1 10000 IPC TEST ZONE#1
2 10000 IPC TEST ZONE#2

The table below describes the significant fields shown in the display.

Table 7: show ipc zones Field Descriptions

Field Description

Zone ID | Zone number.

Seat ID | Seat number.

Name |Zone name.

Related Commands | Command Description

clear ipc statistics | Clears and resets the IPC statistics.
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show ipc hog-info

Syntax Description

To provide information about interprocess communication (IPC) messages that consume excessive CPU, use
the showipchog-infocommand in privileged EXEC mode.

show ipc hog-info

This command has no arguments or keywords.

Command Modes Privileged EXEC
Command History Release Modification
12.2(15)T | This command was introduced.

Usage Guidelines

Examples

12.2(28)SB | This command was integrated into Cisco IOS Release 12.2(28)SB.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

The Cisco IOS version of IPC provides a reliable ordered delivery of messages using an underlying platform
driver transport or User Datagram Protocol (UDP) transport protocol.

The show ipc hog-info command displays information about IPC messages that are being processed when a
CPUHOG error occurs, indicating that the client processing an IPC message is using too much CPU, or when
an [PC message callback exceeds 200 milliseconds.

The following example shows that the IPC process has had a CPUHOG error or the message callback
exceeded the 200-millisecond threshold:

Router# show ipc hog-info
Time last IPC process hogged CPU: 00:05:09
IPC Messages Processed:

Source Destination Name Message-Type Time-taken
(0x) (msec)
1030000 10000.14 ISSU Process: Active Por 0 864
1030000 10000.D RF : Active 0 0

In the following example, the show ipc status command shows a counter incrementing whenever a
callback exceeds 200 milliseconds:

Router# show ipc status
IPC System Status
Time last IPC stat cleared : never
This processor is the IPC master server.
Do not drop output of IPC frames for test purposes.
1000 IPC Message Headers Cached.

Rx Side Tx Side
Total Frames 9501 3973
Total from Local Ports 14328 3258
Total Protocol Control Frames 1628 713

Total Frames Dropped 0 0
Service Usage

Total via Unreliable Connection-Less Service 7865 0
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Total via Unreliable Sequenced Connection-Less Svc 0
Total via Reliable Connection-Oriented Service 831
IPC Protocol Version 0

Total Acknowledgments 1628

Total Negative Acknowledgments 0
Device Drivers

Total via Local Driver 12

Total via Platform Driver 9478

Total Frames Dropped by Platform Drivers 0

Total Frames Sent when media is quiesced
Reliable Tx Statistics

Re-Transmission
Re-Tx Timeout
Rx Errors
Unsupp IPC Proto Version
Corrupt Frame
Duplicate Frame
Rel Out-of-Seq Frame
Dest Port does Not Exist
Rx IPC Msg Alloc Failed
Rx IPC Transform Errors
Unable to Deliver Msg
Ctrl Frm Alloc Failed
Buffer Errors
IPC Msg Alloc
Emer IPC Msg Alloc
IPC Frame PakType Alloc
IPC Frame MemD Alloc

Tx Driver Errors

No Transport
MTU Failure
Dest does not Exist

Related Commands

Command | Description

show ipc | Displays IPC statistics.

O O O OO oo oo

o O O o

o o

Tx Errors
Tx Session Error
Tx Seat Error
Destination Unreachable
Unrel Out-of-Seqg Frame
Tx Driver Failed
Rx IPC Frag Dropped
Tx IPC Transform Errors
Tx Test Drop
Rx Msg Callback Hog
Misc Errors
IPC Open Port
No HWOQ
Hardware Error
Invalid Messages

1629

713

12
1619

—
P O O OO oo o o

o O O o

show ipc hog-info .
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. show ipv6 ospf interface

show ipv6 ospf interface

To display Open Shortest Path First (OSPF)-related interface information, use the showipv6ospfinterface
command in user EXEC or privileged mode.

show ipv6 ospf [process-id] [area-id] interface [type number] [brief]

Syntax Description process-id (Optional) Internal identification. It is locally assigned and can be any positive integer. The
number used here is the number assigned administratively when the OSPF routing process
is enabled.

area-id (Optional) Displays information about a specified area only.

type number | (Optional) Interface type and number.

brief (Optional) Displays brief overview information for OSPF interfaces, states, addresses and
masks, and areas on the router.

Command Modes User EXEC Privileged EXEC

Command History Release Modification

12.0(24)S This command was introduced.

12.2(15)T This command was integrated into Cisco IOS Release 12.2(15)T.

12.2(18)S This command was integrated into Cisco IOS Release 12.2(18)S.

12.3(4)T Command output is changed when authentication is enabled.

12.2(28)SB This command was integrated into Cisco IOS Release 12.2(28)SB.

12.2(25)SG This command was integrated into Cisco IOS Release 12.2(25)SG.

12.2(33)SRA This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.49)T Command output is changed when encryption is enabled.

12.2(33)SRB The brief keyword was added.

12.4(15)XF Output displays were modified so that VMI PPPoE interface-based local state
values are displayed in the command output when a VMI interface is specified.

12.4(15)T This command was integrated into Cisco IOS Release 12.4(15)T

12.2(33)SXH This command was integrated into Cisco IOS Release 12.2(33)SXH.

Cisco IOS XE Release 2.1 | Command output was updated to display graceful restart information.

12.2(33)SRE This command was modified. It was integrated into Cisco IOS Release
12.2(33)SRE.
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Examples

show ipv6 ospf interface .

Release

Modification

15.1(1)SY

This command was was modified. It was integrated into Cisco IOS Release
15.1(1)SY.

show ipv6 ospf interface Standard Output Example

The following is sample output from the showipv6ospfinter face command:

Router# show ipvé ospf interface
ATM3/0 is up, line protocol is up
Link Local Address 2001:0DB1:205:5FFF:FED3:5808, Interface ID 13

Area 1, Process ID 1,

Instance ID 0, Router ID 172.16.3.3

Network Type POINT TO_POINT, Cost: 1

Transmit Delay is 1 sec, State POINT TO POINT,

Timer intervals configured, Hello 10, Dead 40, Wait 40, Retransmit 5
Hello due in 00:00:06

Index 1/2/2, flood queue length 0

Next 0x0(0)/0x0(0)/0x0(0)

Last flood scan length is 12, maximum is 12

Last flood scan time is 0 msec, maximum is 0 msec

Neighbor Count is 1,

Adjacent neighbor count is 1

Adjacent with neighbor 172.16.4.4
Suppress hello for 0 neighbor (s)

FastEthernet0/0 is up,

line protocol is up

Link Local Address 2001:0DB1:205:5FFF:FED3:5808, Interface ID 3

Area 1, Process ID 1,

Instance ID 0, Router ID 172.16.3.3

Network Type BROADCAST, Cost: 1
Transmit Delay is 1 sec, State BDR, Priority 1

Designated Router

(ID) 172.16.6.6, local address 2001:0DB1:205:5FFF:FED3:6408

Backup Designated router (ID) 172.16.3.3, local address 2001:0DB1:205:5FFF:FED3:5808
Timer intervals configured, Hello 10, Dead 40, Wait 40, Retransmit 5
Hello due in 00:00:05
Index 1/1/1, flood queue length 0
Next 0x0(0)/0x0(0)/0x0(0)
Last flood scan length is 12, maximum is 12
Last flood scan time is 0 msec, maximum is 0 msec

Neighbor Count is 1,

Adjacent neighbor count is 1

Adjacent with neighbor 172.16.6.6 (Designated Router)
Suppress hello for 0 neighbor (s)

The table below describes the significant fields shown in the display.

Table 8: show ipv6 ospf interface Field Descriptions

Field Description
ATM3/0 Status of the physical link and operational status of protocol.
Link Local Address Interface IPv6 address.

Area 1, Process ID 1, Instance ID 0, Router | The area ID, process ID, instance ID, and router ID of the area

ID 172.16.3.3

from which this route is learned.

Network Type POINT _TO POINT, Cost: | Network type and link-state cost.

1

show interfaces vlan mapping through show scp .



. show ipv6 ospf interface

show interfaces vlan mapping through show scp |

Field

Description

Transmit Delay

Transmit delay, interface state, and router priority.

Designated Router

Designated router ID and respective interface IP address.

Backup Designated router

Backup designated router ID and respective interface IP address.

Timer intervals configured

Configuration of timer intervals.

Hello Number of seconds until the next hello packet is sent out this
interface.
Neighbor Count Count of network neighbors and list of adjacent neighbors.

Cisco 10S Release 12.2(33)SRB Example

The following is sample output of the showipv6ospfinter face command when the brief keyword is

entered.

Router# show ipvé ospf interface brief

Interface PID Area
VLO 6 0
Se3/0 6 0
Lol 6 0
Se2/0 6 6
Tu0 1000 O

Intf ID Cost State Nbrs F/C
21 65535 DOWN 0/0
14 64 P2P 0/0
20 1 LOOP 0/0
10 62 P2P 0/0
19 11111 DOWN 0/0

OSPF with Authentication on the Interface Example

The following is sample output from the showipv6ospfinterface command with authentication

enabled on the interface:

Router# show ipvé ospf interface
Ethernet0/0 is up,

Area 0, Process ID 1,
Network Type BROADCAST, Cost:10
MD5 Authentication SPI 500,
Transmit Delay is 1 sec,
Designated Router (ID)
Backup Designated router (ID)
2001:0DB1:A8BB:CCFF:FE00:6EQ00

Timer intervals configured, Hello 10,

Hello due in 00:00:01
Index 1/1/1,
Next 0x0(0)/0x0(0)/0x0(0)
Last flood scan length is 1,
Last flood scan time is 0 msec,
Neighbor Count is 1,

flood queue length 0

secure socket state UP
State BDR,
10.11.11.1,
10.10.10.1,

Adjacent with neighbor 10.11.11.1

Suppress hello for 0 neighbor (s)

. show interfaces vlan mapping through show scp

line protocol is up
Link Local Address 2001:0DB1:A8BB:CCFF:FE00:6E00,
Instance ID 0,

Interface ID 2
Router ID 10.10.10.1

(errors:0)
Priority 1
local address 2001:0DB1:A8BB:CCFF:FE00:6F00
local address
Retransmit 5

Dead 40, Wait 40,

maximum is 1
maximum is 0 msec
Adjacent neighbor count is 1

(Designated Router)
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show ipv6 ospf interface .

OSPF with Null Authentication Example

The following is sample output from the showipv6ospfinter face command with null authentication
configured on the interface:

Router# show ipv6é ospf interface
Ethernet0/0 is up, line protocol is up
Link Local Address 2001:0DB1:A8BB:CCFF:FE00:6E00, Interface ID 2
Area 0, Process ID 1, Instance ID 0, Router ID 10.10.10.1
Network Type BROADCAST, Cost:10
Authentication NULL
Transmit Delay is 1 sec, State BDR, Priority 1
Designated Router (ID) 10.11.11.1, local address 2001:0DB1:A8BB:CCFF:FE00:6F00
Backup Designated router (ID) 10.10.10.1, local address
2001:0DB1:A8BB:CCFF:FE00:6EQ00
Timer intervals configured, Hello 10, Dead 40, Wait 40, Retransmit 5
Hello due in 00:00:03
Index 1/1/1, flood queue length 0
Next 0x0(0)/0x0(0)/0x0(0)
Last flood scan length is 1, maximum is 1
Last flood scan time is 0 msec, maximum is 0 msec
Neighbor Count is 1, Adjacent neighbor count is 1
Adjacent with neighbor 10.11.11.1 (Designated Router)
Suppress hello for 0 neighbor (s)

OSPF with Authentication for the Area Example

The following is sample output from the showipv6ospfinterface command with authentication
configured for the area:

Router# show ipvé ospf interface
Ethernet0/0 is up, line protocol is up
Link Local Address 2001:0DB1:A8BB:CCFF:FE00:6EQ00, Interface ID 2
Area 0, Process ID 1, Instance ID 0, Router ID 10.10.10.1
Network Type BROADCAST, Cost:10
MD5 Authentication (Area) SPI 1000, secure socket state UP (errors:0)
Transmit Delay is 1 sec, State BDR, Priority 1
Designated Router (ID) 10.11.11.1, local address 2001:0DB1:A8BB:CCFF:FE00:6F00
Backup Designated router (ID) 10.10.10.1, local address
FE80: :A8BB:CCFF:FE00:6E00
Timer intervals configured, Hello 10, Dead 40, Wait 40, Retransmit 5
Hello due in 00:00:03
Index 1/1/1, flood queue length 0
Next 0x0(0)/0x0(0)/0x0(0)
Last flood scan length is 1, maximum is 1
Last flood scan time is 0 msec, maximum is 0 msec
Neighbor Count is 1, Adjacent neighbor count is 1
Adjacent with neighbor 10.11.11.1 (Designated Router)
Suppress hello for 0 neighbor (s)

OSPF with Dynamic Cost Example

The following display shows sample output from the showipv6ospfinterface command when the
OSPF cost dynamic is configured.

Routerl# show ipvé ospf interface serial 2/0

show interfaces vlan mapping through show scp .



show interfaces vlan mapping through show scp |
. show ipv6 ospf interface

Serial2/0 is up, line protocol is up
Link Local Address 2001:0DB1:A8BB:CCFF:FE00:100, Interface ID 10
Area 1, Process ID 1, Instance ID 0, Router ID 172.1.1.1
Network Type POINT TO MULTIPOINT, Cost: 64 (dynamic), Cost Hysteresis: 200
Cost Weights: Throughput 100, Resources 20, Latency 80, L2-factor 100
Transmit Delay is 1 sec, State POINT TO MULTIPOINT,
Timer intervals configured, Hello 30, Dead 120, Wait 120, Retransmit 5
Hello due in 00:00:19
Index 1/2/3, flood queue length 0
Next 0x0(0)/0x0(0)/0x0(0)
Last flood scan length is 0, maximum is O
Last flood scan time is 0 msec, maximum is 0 msec
Neighbor Count is 0, Adjacent neighbor count is 0
Suppress hello for 0 neighbor (s)

OSPF Graceful Restart Example

The following display shows sample output from the showipv6ospfinter face command when the
OSPF graceful restart feature is configured:

Router# show ipv6é ospf interface
Ethernet0/0 is up, line protocol is up
Link Local Address FE80::A8BB:CCFF:FE00:300, Interface ID 2
Area 0, Process ID 1, Instance ID 0, Router ID 10.3.3.3
Network Type POINT TO POINT, Cost: 10
Transmit Delay is 1 sec, State POINT_TO_POINT,
Timer intervals configured, Hello 10, Dead 40, Wait 40, Retransmit 5
Graceful Restart p2p timeout in 00:00:19
Hello due in 00:00:02
Graceful Restart helper support enabled
Index 1/1/1, flood queue length 0
Next 0x0(0)/0x0(0)/0x0(0)
Last flood scan length is 1, maximum is 1
Last flood scan time is 0 msec, maximum is 0 msec
Neighbor Count is 1, Adjacent neighbor count is 1
Adjacent with neighbor 10.1.1.1
Suppress hello for 0 neighbor (s)

Example of an Enabled Protocol

The following display shows that the OSPF interface is enabled for Bidirectional Forwarding Detection
(BFD):

Router# show ipv6é ospf interface
Seriall0/0 is up, line protocol is up
Link Local Address FE80::A8BB:CCFF:FE00:6500, Interface ID 42
Area 1, Process ID 1, Instance ID 0, Router ID 10.0.0.1
Network Type POINT TO POINT, Cost: 64
Transmit Delay is 1 sec, State POINT_TO_POINT, BFD enabled
Timer intervals configured, Hello 10, Dead 40, Wait 40, Retransmit 5
Hello due in 00:00:07
Index 1/1/1, flood queue length 0
Next 0x0(0)/0x0(0)/0x0(0)
Last flood scan length is 1, maximum is 1
Last flood scan time is 0 msec, maximum is 0 msec
Neighbor Count is 1, Adjacent neighbor count is 1
Adjacent with neighbor 10.1.0.1
Suppress hello for 0 neighbor (s)

. show interfaces vlan mapping through show scp



| show interfaces vlan mapping through show scp

show ipv6 ospf interface .

Related Commands

Command

Description

show ipv6 ospf graceful-restart

Displays OSPFv3 graceful restart information.

show interfaces vlan mapping through show scp .



show interfaces vlan mapping through show scp |
. show I2protocol-tunnel

show I2protocol-tunnel

To display the protocols that are tunneled on an interface or on all interfaces, use the showl2protocol-tunnel
command.

show |2protocol-tunne [{interface interface mod/port|summary | vlan vian}]

Syntax Description interfaceinterface-id | (Optional) Specifies the interface type; possible valid values are ethernet,
FastEthernet, gigabitethernet, tengigabitethernet, pos, atm, and ge-wan

mod/port Module and port number.
summary (Optional) Displays a summary of a tunneled port.
vlanvlan (Optional) Limits the display to interfaces on the specified VLAN. Valid values are

from 1 to 4094.

Command Modes EXEC (>)
Privileged EXEC (#)

Command History Release Modification

12.2(14)SX | Support for this command was introduced on the Supervisor Engine 720.

12.2(17a)SX | The showl2protocol-tunnelsummary command output was changed to display the following
information:

* Global drop-threshold setting

« Up status of a Layer 2-protocol interface tunnel

12.2(17d)SXB | Support for this command on the Supervisor Engine 2 was extended to the 12.2 SX release.

12.2(33)SRA | This command was integrated into Cisco IOS Release 12.2(33)SRA.

12.2(33)SXI | This command was changed to add the op